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The police have always been infatuated with technological innovations, even as far back as the 1800s with the adoption of uniforms, patrol wagons, and call boxes (Maguire and King, 2004).  While some innovations are merely tools that officers use to perform their usual tasks, other technologies have fundamentally altered the way the police function.  The first technological revolution in policing that produced a notable change in their function came about with the advent of the telephone, the two-way radio, and the automobile (Walker, 1984).  Prior to this time, officers patrolled their beat with nightstick in hand, cut off from communication with agency headquarters, with little prospect of assistance in case of some urgent need.  Citizens who required police assistance had to wander into the street looking for an officer, or walk miles to a police station for help.  

With the proliferation of the telephone in the early 20th century, policing changed.  Citizens called, and in fact were encouraged to call, the police to deal with a multitude of problems, and the police responded to those calls from dispatch via a two-way radio, and sped quickly to locations via patrol cars.  These technological advances, along with changes in police administrative practices, helped to create the police as we know them today.  Now, anyone is the United States can pick up a phone and summon the police to deal with any crises that arise, criminal or otherwise.  While the effects of these technologies are too broad to enumerate here, suffice it to say that the technology of the telephone, the two-way radio, and the automobile fundamentally changed how the police interacted with citizens, how they fulfilled their various roles, and how the police were supervised.
Some scholars claim that we may be in an era marked by a new policing revolution, one brought upon by both changes in police philosophy and advances in information technology (IT)
 (Dunworth, 2000; Stroshine, 2005).  Traditional police strategies have stressed routine preventative patrol, rapid response to crime calls, and general follow-up investigations as the core police functions.  Such an overall operation made patrol officers and detectives primary users of information regarding crime and suspects, and this information was generally developed by police through their intimate area knowledge.  Supervisors used data collected on arrests made, number of citations issued, etc to evaluate subordinates, and occasionally used crime analysis to direct the activity of their units (Dunworth, 2000).  Top police executives used crime information for decisions regarding patrol deployment, resource allocations, and disseminated crime reports to inform the public and other criminal justice institutions of overall trends and conditions.  
Newer strategies based on Problem-Orientated Policing (POP) and Community-Orientated Policing (COP) now encourage police to make greater use of the data they routinely collect, and to be more analytic with regards to the data they utilize for tactical and strategic decision making (Goldstein, 1979; Greene and Mastrofski, 1998; Manning, 1988).  Both strategies encourage police to go beyond individual calls for service, and instead take on the problems underlying them.  To do so, police are encouraged to collect data from a wide variety of sources, some of which may be traditional information sources, while others may be newer, untapped sources of information, such as community members or organizations.  Moreover, police are also encouraged to disseminate this new information to external constituents, as they will be increasingly responsible for assisting police in identifying problems and developing solutions for dealing with them.  Since these strategies move beyond the limited information police routinely collect (e.g. from witnesses, victims, and suspects), adjustments to information systems within departments will become necessary as police shift their focus from individual calls for service to community problems and concerns.
This chapter discusses the new developments in police IT, and focuses upon the ways in which police are using IT to enhance their operational and administrative decision making.  While there is too little research to determine whether these IT tools are prolific enough that they constitute a fundamental trend in the policing industry, they nevertheless merit consideration due at least to their potential for changing police practices and effectiveness.  Specifically, this chapter focuses on advances in the ways in which police capture, store, manipulate, analyze, retrieve, and share data, and how that data is (or is not) deployed for a variety of tactical, strategic, and administrative purposes.  
Police & Information

The police have always kept records of their activities.  In fact, this was one of the fundamental mechanisms of police administration expressed by Robert Peel, who founded the world’s first police department in London in 1829 (Cordner et al, 2005).  The police also have a long history of gathering information on crime.  The Uniform Crime Report (UCR), one of the first systematic collections of criminal activity nationally, was designed during the 1920s and has served as a means to analyze crime for numerous police departments.  While most of these records have historically been captured on paper, computerization in law enforcement has become increasingly widespread, allowing police to capture more information than ever before.  Additionally, demand for police information has been vastly increased, with many institutions such as insurance companies, public health and welfare agencies, schools, and private companies relying on the police to assist them in risk management (Ericson and Haggerty, 1997).  Because of these factors, police are inundated with information, some of it captured without any inherent purpose or reason, but is recorded “just in case.”  Yet police are in the position to use IT in ways that are unique when compared to other criminal justice agencies.  As Dunworth (2000) writes, “In many respects, police departments have the greatest need among criminal justice agencies for a clear understanding of their environment and the ways they can adapt to it.  This makes them…the neediest consumers of the new information systems and technology…” (pp.379).  
Indeed, by all accounts, police are rapidly acquiring IT, but the vital question remains: how are police using this IT?  If police are acquiring systems to simply switch from a paper to an electronic system, they are missing out on the ways in which IT can have a profound impact on the core policing technology—decision making (Manning, 1992).  Developing the capacity to capture and retrieve data electronically may increase efficiency and minimally alter some police behaviors, but being able to gather more data more quickly says nothing about what the police are doing with it. If police are acquiring IT and employ it to continue “business as usual,” meaning a focus on short-term, case-driven decision making, then they will be utilizing a mere fraction of their IT capacity.
What follow is a brief overview of IT that assists police in data management.  Specifically, I focus upon Record Management Systems (RMS) and Computer Aided Dispatch (CAD) systems, along with the use of Mobile Data Terminals (MDTs) in patrol cars and the use of the Internet by police.  After, I discuss IT that makes use of data captured by police and which aid in police decision making at operational and administrative levels.

Data Collection & Management

Record Management Systems (RMS)

As mentioned above, police have always kept records of their activities.  A RMS is a way to manage this information, from criminal reports and arrest records to personnel records and fingerprints, and will be utilized by almost all staff in any given department.  Thus, a fully functioning RMS is vital to the performance of any police agency.  Without records of its past and current activities, a police agency loses its “institutional memory” and is essentially “flying blind” (Bratton, 1998).
At first, police department records were manually recorded by officers with pen and paper, and were later entered using a typewriter.  With the increasing use of mainframe computers in the 1970s and 1980s, many police department records, especially crime and arrest reports, were captured electronically by entering in handwritten or typed reports for storage and later retrieval (Dunworth, 2000).  Even today, most police RMS systems lack sophistication, being merely recordkeeping tools serving as little more than electronic file cabinets.  While most police departments (60%) use computers for records management, significantly fewer serve to do fairly simple tasks such as automated booking, resource allocation, or compiling UCR statistics (Hickman and Reeves, 2003).  In fact, many agencies have only partial computerization of recordkeeping, due to their lack of experience and understanding of computers leading to a haphazard adoption of this technology (Manning, 2003).  Key RMS functions are not automated, leaving personnel to do data entry by hand, and stored information may not be easily retrieved.  For example, most RMS records are stored by case, and are accessed by the name of the person for whom the file was created.  It may not be possible to search records by the date or type of an event (Craig-Moreland, 2004). Thus, a fragmented RMS can be far from even an average system which adequately serves agency purposes, and these dysfunctional systems currently appear to be more the rule than the exception.

Ideally, a state-of-the-art RMS would be fully automated, and allow users to search various relational databases as part of an integrated system.  Moreover, the RMS would be more than an independent system.  It would be connected with other databases within the department (such as dispatch records, property and evidence records, etc), and with other databases compiled at the city, county, state, and federal levels.  The system would also include a user-friendly interface, and would have built-in editing and error checking so incorrect information would be identified before it is stored (Dunworth, 2000).  While such capabilities offer significant potential for increasing the efficiency and effectiveness of police organizations, the development and implementation for such an advanced RMS is not an easy task.  A large amount of time and resources are required for the adoption of such a system, which may be difficult for a police department to justify under shrinking municipal budgets.  Nevertheless, a modern RMS will make it easier to deploy other important IT advancements.  As Dunworth (2000) writes, “In a real sense, all other IT applications depend on RMS.  If it is absent or deficient, then a domino effect seems inevitable.  The other applications either will not realize their full potential, or they will fail outright” (pp.382). 
Computer-Aided Dispatch (CAD) Systems

Rapid response to calls for service has been a vital police function ever since the adoption of the telephone, automobile, and two-way radio by police.  Historically, calls for police service were treated equally, with each call being dispatched to an officer as quickly as possible.  Records kept by the agency about these calls were handwritten, until computers were adopted to create electronic records of these calls and police responses to them.  Such computer systems collected and stored information about the caller, the call, the operator, the incident, and its routing, assignment, and disposal (Manning, 1992).

With the advent of the 911 system in 1968 as a means of reporting emergency situations, police experienced a steady increase in public demand for police service as this system was gradually adopted nationwide.  The system was heavily advertised, and the mandates of police professionalism began to view quick service-call response as a measure of organizational effectiveness.  Citizen perceptions changed too, and they increasingly expected their calls for service to be responded to quickly by a uniformed officer.

However, as awareness of usage of 911 by the public increased, resources were not kept commensurate with demand.  People began calling 911 for all sorts of concerns, most of which were nonemergency in nature.  In fact, some research estimates that most calls to 911 (50-90%) are nonemergency in nature (Harris, 2003).  Some of these systems became overloaded at times, resulting in some callers being put on hold or receiving an automated message when the system was overloaded.  This resulted in tremendous inefficiency, with significant backlogs which placed citizens with actual emergencies in peril.  Currently, more than 97 million calls for service to 911 are made annually, and the number has been increasing, especially with the proliferation of cellular phones (Dunworth, 2000).

One solution adopted by some cities was to develop a nonemergency number, such as 311.  Another response is to attempt to sustain rapid police response to true emergencies (e.g. crimes in progress), while eliminating police response to calls that do not ultimately demand their attention, or “stacking” calls that require police attention, but where a delayed response is adequate.  New features to existing CAD systems have been developed as a technology to serve this role.


CAD systems now not only automate the recordkeeping of calls for service and their responses, but can also provide a means for classifying and prioritizing these calls (Stroshine, 2005).  Such systems were adopted by the larger U.S. police departments such as New York, Boston, and Detroit in the early 1970s, and now just over half (56%) of police departments serving populations of 50,000 or more use such CAD systems (Hickman and Reeves, 2001).  Newer CAD systems not only allow police to identify the location and number of an incoming call, but can now communicate directly with computers in patrol cars, national databases, and a department’s RMS, and some can provide mapping capabilities (Dunworth, 2000).
Mobile Data Terminals (MDTs)
Along with enhanced CAD systems has been another important development in police response capacity—MDTs.  While these in-field computers are far from commonplace in U.S. police departments (only 40% of police agencies used MDTs as of 2000), they represent a technology with the capacity to increase the efficiency with which departments capture, report, disseminate, and share information (Hickman and Reeves, 2003).


Early forms of MDTs were simple machines used to transmit information wirelessly to and from officers and the station (Dunworth, 2000).  Here, officers could record information electronically, such as the time of arrival at a call scene.  As miniaturization of computers progressed, MDTs are now essentially in-car laptop computers, capable of performing the same tasks as a desktop computer.  Such MDTs can be used to obtain information about a call for service (e.g. previous calls from that address), and about persons (e.g., criminal histories) with whom they have contact.  This helps eliminate airtime use with requests for information from dispatchers, and also increased police ability to proactively run license plate checks on automobiles without having to stop them.


MDTs can also be used to obtain information from officers.  They can be used to fill out routine paperwork in the field, submit warrant requests and approvals, etc.  Also, since these forms are filed electronically, they can increase uniformity in reporting, and ensure reporting accuracy.  This could increases the efficiency of agencies, as supervisors are presumably relieved of spending a sizable amount of time checking their subordinates’ paperwork.  If MDTs are tied into an agency’s RMS, much of the paperwork done by an agency can be electronic, which facilitates information sharing within the agency, and perhaps with other agencies, and allows forms to be directly imported into RMS, instead of personnel entering paperwork into RMS manually.
Information Sharing & the Internet
Accompanying better IT systems such as RMS and CAD, there has been an increase in the number of police departments who use internal networks—called intranets—to connect computers within agencies, the number of agencies using internets, which connect networks across agencies, and the number of departments who have home pages on the World Wide Web (Dunworth, 2000).

The Internet has evolved rather rapidly, presenting with it a host of new problems and challenges for police agencies, such as cybercrime.  However, this technology of networking computers has also allowed police agencies, who have been typically fragmented from each other for historical reasons, to share large amounts of information about crimes and criminals, and has also facilitated the streamlining of the administration of this information.  Agencies are now not only linked horizontally across various local police departments, but vertically as well with local, State, and Federal agencies sharing information.  Some states have established repositories for criminal histories, and the FBI maintains criminal histories for Federal offenders and national criminal record systems, such as the National Crime Information Center (NCIC), the Interstate Identification Index, and an automated National Fingerprint File (Dunworth, 2000).


While information sharing among law enforcement agencies certainly has the potential to increase productivity of officers and increase officer safety, little research has been done on the effects of increased information sharing.  A recent study based in San Diego County comparing two Sheriffs departments—one with access to a county-wide information sharing system (called ARJIS) and another without such access—found that while officers with ARJIS access felt the system increased their job performance, the two agencies did not differ in their perceptions of how information sharing can lead to arrest productivity (Zaworski, 2006).  Objective indicators such as clearance rates show no difference between the two Sheriffs departments with regard to violent crimes, even though officers with access to ARJIS felt it aided them in their ability to investigate and solve crimes.  Also, the department without ARJIS actually had twice the property crime clearance rate than the department with ARJIS, and some of this might be attributable to the fact that officers who used ARJIS suffered from information overload.  There was little training offered to officers on how to use ARJIS, and so officers with access to this system found it difficult to locate information for which they were searching.  Thus, even though ARJIS offered access to more information, it is likely the search time required of officers to locate information increased, perhaps in some cases greatly (depending on an officer’s computer savvy).  This may have lead to an actual decrease in officer efficiency, as they spent more time trying to find vital information.  This research is consistent with others who note that IT can actually increase paperwork, paper files, and the amount of time officers spend in an office than on the street, thereby decreasing efficiency instead of increasing it (Manning, 1992).
The ultimate goal of employing information sharing technology is to create an integrated justice system.  Not only would computer networks link law enforcement agencies at various levels together, but such IT would also involve linkages to court and corrections systems.  This would allow criminal justice agencies to track individuals through the system, thereby improving the quality and accuracy of data, the speed with which it is available, and the elimination of redundant or superfluous data entry (Dunworth, 2000).  This potential is tremendous, and could possibly aid in the elimination of a criminal justice system which is often criticized for being fragmented and uncoordinated.  However, significant obstacles will have to be overcome such as incompatibility of information systems and the way in which they record information, competition among criminal justice agencies for limited resources, lack of understanding about IT and its uses, and the myriad difficulties in attempting to coordinate the direction of multiple agencies.  While some argue that the potential outweighs the drawbacks and thus integrated justice information systems should be pursued (Dunworth, 2000), one should remain skeptical regarding criminal justice agencies’ ability to surmount these hurdles, even if the technology is attainable.

Another common law enforcement application of internet technology, and one that has been increasing steadily in recent years, is the building of police web sites.  These sites largely serve as a means of enhancing communication between the police and the public, which is done through a variety of means.  First, police web sites can aid the public with contact information, providing a personnel directory with the names, phone numbers, and e-mail addresses, facilitating the ability of the public to contact appropriate police personnel.  Second, the web site can serve to disseminate important information, such as crime prevention brochures, crime reports and advisories, a “most wanted” criminals list, clarification on laws or a frequently asked questions page, or provide prospective employees with job information (Dunworth, 2000; Manning, 2003; Stroshine, 2005).  Some police web sites can even produce crime statistics and crime maps with a few mouse clicks.  Third, police web sites can receive information from the public.  Some police web sites allow citizens to file complaints or commendations, submit crime reports about minor incidents, and provide tips or information about a crime.  Given the ease with which the public can access an Internet home page, it is suspected that police web sites will enhance communication with citizens, since it is quicker and easier than driving to a local police station.  This of course applies only to citizens with internet access, and therefore is likely to exclude lower-class citizens from availing themselves of this information.

Given that the equipment requirements and expertise necessary to create an Internet home page is relative low, the proliferation of police web sites is very likely.  In fact, some Internet Service Providers are donating time and expertise to help police agencies create a home page (Sulewski, 1997).  Many departments have found web pages to be very cost-effective.  Once an internet site is established, maintenance costs are low (especially when compared to other IT), and can even reduce the costs of publicizing records or hiring personnel (Dunworth, 2000).
New Data-Driven Police Strategies

We have seen that IT has enhanced the potential of police agencies to store, process, and disseminate information.  Advances in computerization allow RMS and CAD systems to store large amounts of information that would have been inconceivable a few decades ago.  Moreover, these advances have allowed police to reduce the error made in capturing information by formatting computer records, to reduce the time it takes to make information available by automating some recordkeeping processes, and enhance information sharing through the networking of computer systems.  Also, the miniaturization of computers have made such technology available to the officer in the field, allowing MDTs to record, transmit, and retrieve valuable information from a police vehicle or hand-held device.

But the vital question remains: what are police doing with all this information?  If police are simply using IT to streamline “business as usual”, then the potential for IT to change how police operate will ultimately be lost.  More specifically, if police use technologies such as CAD, RMS, and MDTs to do traditionally reactive, or what Goldstein (1979) calls “fire brigade” policing, they will miss the most significant contribution IT can make to a department—to enhance decision making, both tactical and strategic, based on a systematic review of sound information at the operational and administrative level.  To fulfill such potential, IT must be integrated into the organization in such a way that contributes to, and even may fundamentally change, the way police operate. 

Fortunately, some police departments are integrating IT into their organization as a way to enhance decision making, and are using IT to do more than just enhance recordkeeping.  The next section reviews some examples of this technology and how police are utilizing data-driven strategies for decision making: crime analysis and mapping, the Compstat program, and early intervention systems. 
Computerized Crime Analysis and Crime Mapping

Crime analysis is a process by which data drawn from crime incidents is systematically analyzed with a view towards identifying patterns, instead of simply focusing on single incidents.  To some extent, the police have always been engaged in crime analysis in some form or another.  In fact, since even the earliest police departments deployed officers according to a predefined beat during a specific shift, officers likely engaged in informal crime analysis when comparing their investigations with their past experiences and with those of other officers.  But given the limitations of this form of crime analysis, namely that officers are limited by the number of hours they work and the number of experiences that are shared between officers, a more systematic process of crime analysis is desired. If crime analysis remained this simple, it risks being haphazard and anecdotal, and is likely to overlook important crime patterns that emerge.  Modern crime analysts no longer rely on their own memory or observations of crime incidents, and now utilize computer systems for application of various techniques, ranging from simple patterns analysis to complex statistical analysis (Boba, 2005).  

The IT innovations mentioned above have greatly contributed to law enforcement’s capacity for crime analysis.  The computerization of records has been a boon for the power and speed with which police departments can conduct analyses.  For example, CAD systems routinely collect information necessary for crime analysis, such as the date, time, and location of a call for service, which can be made available to analysts for detection of crime patterns.  Given the advances in IT, police departments are making increasing use of computerized crime analysis.  According to a 2000 survey of police departments, about a third of them are using computers for crime analysis (Hickman and Reeves, 2003).

What specifically are police doing with their enhanced crime analysis capabilities?  In concrete terms, Reuland (1997) identifies four specific functions of crime analysis: 

1.  To support resource deployment.  Crime analysis for this purpose involves detecting patterns in crime or the potential for crime to enhance effectiveness of daily patrol operations, surveillance, stakeouts, and other police tactics.  These analyses influence personnel deployment and resource allocation.

2.  To assist in investigating and apprehending offenders.  By comparing files that contain modus operandi characteristics with files of new suspect attributes, departments hope to make more and better arrests.

3.  To prevent crime.  Crime analysts focus on identifying locations, times of day, or situations where crimes appear to cluster so that departments can take steps to harden these potential targets to make them less likely targets of crime.

4.  To meet administrative needs.  Law enforcement administrators need to provide other individuals and agencies with crime-related information, including city agencies, courts, government officers, community groups, and the media.  Administrators may need to use crime analysis in this context for legislative, political, and financial purposes.
Probably the most prominent crime analysis technique advanced by IT improvements in recent years has been computerized crime mapping.  While police have mapped crime with large maps and colored pushpins since the early 1900s, the relatively recent development of inexpensive, PC-based mapping software capable of sophisticated analysis has increased the frequency with which police departments map crime.  As Pattavina (2005) writes, “Advances in computer hardware and software during the past 20 years or so have made it cheaper, faster, and easier to map significant amounts of information and have resulted in the development and application of more sophisticated spatial analytic techniques that can be used by researchers and practitioners to study criminal activities” (pp. 147).

These advances are linked to those of geographic information systems (GIS), which are computer-based tools that allow users to modify, visualize, query, and analyze geographic and tabular data (Boba, 2005).  These systems not only allow for the production of maps, but also allow users to view and manipulate the data behind the maps, to combine various geographic data, and perform statistical functions.  Crime mapping, in turn, is used to refer to the process of using GIS to conduct spatial analysis of crime problems and other police-related issues (Boba, 2005).

Crime mapping is sometimes thought to be a separate field from crime analysis, largely due to the nature of the software that is used, combined with its distinct connection to environmental criminology to examine the geographic context of crime (Pattavina, 2005).  However, crime mapping is actually a subfield of crime analysis, and, according to Boba (2005), serves three main functions in relation to crime analysis:

1. It facilitates visual and statistical analyses of the spatial nature of crime and other types of events.

2. It allows analysts to link unlike data sources together based on common geographic variables (linking census information, school information, and crime data for a common area).

3. It provides maps that help to communicate analysis results.

Thus, crime mapping serves a complimentary role in crime analysis.  Analysts can create a number of maps to depict geographic information, such as an electronic pinmap of all the burglaries in a police beat, which places a colored dot or symbol at the location, for a previous month.  Such a map would be relatively simple, and would draw upon a database (e.g., CAD) which stores the location of burglary calls.  This map could be used in deployment decisions or crime prevention.  A more complicated map might display all of the burglaries in a city for a given year.  Such a map would be a blur of symbols, so mapping the concentrations of burglary using a color range (e.g., bright red to dark red), called a thematic map, would be more intelligible.  This map could also be used for deployment or crime prevention decisions.  Specifically, these maps help to engage police in visual thinking—to notice relationships between environmental factors that may have gone unnoticed and generate ideas to explain them (Harries, 1999).  However, these types of maps are descriptive only, and rely on visual inspection of patterns that are ultimately subjective in their interpretation.

Maps can also be created based on statistical methods to identify patterns, thus removing the subjectivity of descriptive maps.  The most common method for identifying such patterns involves hot spot analysis.  Simply put, hot spots are places where greater than expected numbers of crimes occur (Sherman et al, 1989).  There are currently several available types of hot spot analysis, with no consensus as to which method is best (Eck et al, 2005).  By identifying hot spots of criminal activity, police departments can engage in tactical planning regarding manpower distribution, or strategic planning, by designing an intervention strategy based on resolving the underlying problem(s) at the location(s).  Such activities have already been accomplished under the Strategic Approaches to Community Safety Initiative (SACSI), and are currently underway through Project Safe Neighborhoods (PSN).  Both programs seek to gather data from criminal justice and social service agencies and merge them to help sites analyze crime problems, develop comprehensive intervention strategies to combat them, and make adjustments to such strategies based on rigorous feedback (Rich, 1999).
In addition, new analytic techniques are being developed to forecast where crime is likely to occur, a process known as projective analysis, by identifying factors related to crime production (Pelfry, 2005).  Such analysis can, for example, examine the temporal and spatial relationships between signs of physical disorder (e.g., abandoned cars, graffiti, etc) and serious crime hot spots (Rich, 1999).  Also, other methods of crime mapping are in development, such as geographic profiling.  This technique is based on routine activities theory and suggests that serial criminals are likely to commit crimes in a specific pattern.  Based on what criminologists know about an offender’s journey to crime, geographic profiling is designed to locate areas with the greatest likelihood of an offender’s residence.  While the analysis is not designed to produce a specific address, it does attempt to identify the neighborhoods from which offenders most likely traveled to commit their crimes (Pelfry, 2005).  While both projective analysis and geographic profiling are relatively new and still in development, and thus their utility has not been firmly established, there have been some success stories (see, for example, NIJ Journal No. 253, 2006).

Despite the widespread innovation, many police departments have not embraced computerized crime analysis and mapping.  Those that do employ crime analysis and mapping tend to use the technology for focusing on criminal apprehension or identifying high-crime areas.  This suggests that police departments use crime analysis for tactical, short-term planning, which supports traditional, crime-orientated police functions instead of enhancing them.  More long-term strategic planning is rare, as is problem analysis directed towards identifying and responding to persistent community problems (O’Shea and Nicholls, 2003).  This limited use of crime analysis and mapping by police agencies demonstrates that many law enforcement agencies have yet to fully capitalize on the capabilities of this technology, thus limiting their potential.

One of the primary obstacles to this limited utility may be the fact that police agencies lack the ability to readily interpret crime statistics and maps.  As Manning (2003) insightfully notes, “Crime maps (and other analytic models), while often colorful, fascinating, and provocative, have no intrinsic actionable meaning.  A picture may need a thousand words to explain it” (pp. 97).  Moreover, even if the maps can be interpreted for police personnel by crime analysts, their implications for action may be unclear.  As one police Lieutenant confided to the author, showing the command staff of his agency crime maps was like “showing a monkey fire…they were very impressed with it, but had no idea what to do with it.”  Thus, if agencies invest in crime analysis without much planning or forethought as to how the information generated will be utilized, the statistics, maps, and other crime analysis products will be regarded as a mere novelty that may only be utilized by a limited number of police personnel.

Other obstacles serve to exacerbate this initial concern.  Many police officers on the street see crime analysis as only marginally related to their day-to-day work, which typically involves little activity one would categorize as crime-fighting.  This problem is compounded by the fact that the vast majority crime analysis is done by civilians, who are viewed as outsiders in a police agency.  Many officers resent the idea that a civilian can tell them anything about their job which they do not already know, and so crime analysts lack standing in a department to point out the implications of their work for decision making, which is ultimately left to police managers.  Another element in this equation is time.  Careful crime analysis, especially those used for strategic decision making, takes time, which often runs counter to the traditional notion of reactive police work.

Other obstacles are more routine in nature, and involve problems such as inadequate funding to purchase and maintain IT equipment, inadequate training of personnel on crime analysis, difficulty with compatibility of hardware and software, and challenges in obtaining necessary data from other agencies.  These obstacles may be a bit more easily overcome as IT acquisition costs decline, user expertise improves, and systems become increasingly integrated.

This is not to say that computerized crime analysis and crime mapping cannot be an integral part of the decision making in a police agency.  What follows is an example of how this process might operate; how crime analysis can serve to guide departmental decision making, and moreover, hold administrators accountable for those decisions.  The example is New York City’s Computer Comparison Statistics (Compstat) program.

Compstat
Introduced in 1994 by then commissioner William Bratton of the New York City Police Department (NYPD), Compstat has been a widely acclaimed innovation in American policing.  The program has received awards from Harvard University and former Vice President Al Gore, and has been largely credited by its creators and proponents with the large reduction of crime in New York City in the late 1990s (Bratton, 1998; Silverman, 1999).  In a recent survey of police departments with over 100 sworn officers, Weisburd et al (2004) find that one-third of the agencies surveyed had implemented a “Compstat-like program” and another quarter were planning one.
So what exactly is Compstat?  It has been referred to as a “strategic control system” by some, incorporating both technological and management systems as a way for the NYPD to gather and disseminate information on its crime problems and track efforts to deal with them (Weisburd et al, 2003).  Thus, Compstat combines state-of-the-art IT and crime analysis with modern management principles to focus an organization squarely on crime reduction.
Essentially, Compstat is based on four principles designed to make police organizations rational and responsive to management direction: (1) accurate and timely information made available at all levels of the organization; (2) the selection of the most effective tactics for specific problems; (3) rapid, focused deployment of people and resources to implement those tactics; and (4) relentless follow-up and assessment to learn what happened and make subsequent tactical assessments if necessary (Willis et al, 2006).  These principles are most visible in the NYPD’s twice-weekly Compstat “Crime-Control Strategy” meetings, where precinct commanders are brought before the department’s top brass to report on the crime problems in their district and what they are doing about them (Weisburd et al, 2004).  

These Compstat meetings are also illustrative of the important role IT plays in Compstat.  In these meetings, recent precinct crime statistics (e.g., arrests, shooting incidents, etc), crime maps (typically electronic pin maps), and other relevant data (e.g., workload data, demographic data, etc) are prominently displayed on overhead screens.  These data provide a framework in which commanders display their knowledge of local crime problems and discuss future strategies for dealing with them.  These plans are documented, and when the commander is brought again before the top brass, he or she must demonstrate follow-up on these strategies.  Sometimes members of the press or other agencies, as well as peers and subordinates, are invited to Compstat meetings, thus providing a “great theater” and generating an increased public awareness of how the department is managed (Weisburd et al, 2004).  Supervisors then grill commanders on their knowledge of crime problems and their strategies for solving these issues.  Failure to provide a satisfactory answer may lead to criticism, or even removal from command for consistently poor performance.  Such a process greatly increases information sharing within the agency and with the city at large, thereby preventing commanders from unjustly hoarding information and expertise (Geller, 1997).
Weisburd et al (2003), in an attempt to discern the common features that are central to the development of Compstat-like programs, identify six key elements:

1. Mission Clarification.  A police agency must have a clear mission that specifies management’s commitment to specific goals for which the organization can be held accountable, such as reducing crime by 10% in a year.

2. Internal Accountability.  Police managers must be held accountable and should expect consequences for not being knowledgeable about, or have not responded to, problems that fit within the department’s mission.

3. Geographic Organization of Operational Command.  Operational command is focused on the policing of territories, so central decision making authority on police operations is delegated to commanders with territorial responsibility (e.g., precincts).  Specialist units (e.g., narcotics, vice, etc.) are placed under command of the precinct commander so as to be responsive to his/her needs.
4. Organizational Flexibility.  Compstat requires that the organization develop the capacity of changing established routines to mobilize resources when and where they are needed for strategic application.

5. Data-Driven Problem Identification and Assessment.  Compstat requires that data are made available to identify and analyze problems to track and assess the department’s response.  Data must be made available to all relevant personnel on a timely basis and in a readily usable format.

6. Innovative Problem-Solving Tactics.  Managers are expected to select responses to crime problems that offer the best prospects of success, and not to cleave to traditional strategies.  Thus, experimentation and innovation are encouraged from knowledge gained from personal experience, the experience of other departments, and research about crime prevention.

As one can observe from the above six elements, IT has an integral part in Compstat.  Data on crime is needed in a timely fashion, it needs to be distributed throughout the agency, and it needs to be in a format that is accessible to those who will use it.  Moreover, this crime analysis serves as the basis to identify problems and develop responses to them.  Then, data is collected to evaluate responses and adjust strategies as necessary. Without crime analysis and crime mapping, the Compstat program cannot occur.  But instead of simply having a crime analysis unit generate maps and statistics, Compstat specifies exactly how that information is to be utilized by the agency for tactical and strategic decision making, and goes further by gathering data to evaluate those decisions, thereby holding police managers accountable.
But does it work?  Is there any demonstrable evidence that Compstat is an effective crime-fighting strategy?  Based on the rapid rate of adoption of this program by American police agencies, one would certainly think so, but the available evidence is far from definitive.  While New York City experienced large, double-digit drops in rates of nonegligent manslaughter, robbery, burglary, and motor vehicle theft after the implementation of Compstat, thus far, there has not been any scientifically rigorous study of the impact of Compstat on crime (Willis, et al, 2006).  In fact, if anything, there is reasonable evidence to be suspicious about the claims of Compstat supporters that it is solely responsible for reducing crime rates in New York City and elsewhere.

First, Compstat was implemented in New York City alongside several other changes in the NYPD, including a dramatic increase in the number of officers, a zero-tolerance policing policy, and a greater focus on gun enforcement (Eck and Maguire, 2000).  As a result, it is difficult to attribute the crime drop in New York City to any one of these specific police changes.
Second, while the implementation of Compstat in New York City coincided with a decline in crime rates, it may be more a case of coincidence than causation.  Examining New York City’s homicide rate between 1986 and 1998, Eck and Maguire (2000) demonstrate that homicides declined before the implementation of Compstat.  In fact, homicides peaked and began to fall three years before Compstat began. Moreover, other large U.S. cities experienced similar drops in homicide during the same time period, and these places had no Compstat program.  This leads Eck and Maguire (2000) to conclude, “…these data do not support a strong argument for Compstat causing, contributing to, or accelerating the decline in homicides in New York City…” (pp.233).
Another Police Foundation study by Willis et al (2003) also reports similar findings.  These researchers examined the crime trends before and after the implementation of Compstat by the Lowell, Massachusetts, the Minneapolis, Minnesota, and the Newark, New Jersey police departments, and find UCR data on crime rates were already declining before the implementation of Compstat in all three cities.  After the program was implemented, the crime data show that the decline in crime rates were as steep or less steep in all three cities as well (Willis et al, 2003).  In fact, Lowell experienced a rise in crime rates two years after implementation of Compstat.  While the authors readily admit that a simple pre-post test at three sites is far from sufficient to draw any definitive conclusions of Compstat’s impact on crime, it is consistent with Eck and Maguire’s (2000) earlier study.  Overall, based on these assessments of Compstat, one should remain skeptical regarding advocates who claim that Compstat is responsible for the crime drop in New York City or elsewhere.
Why then, in face of evidence that should lead one to remain skeptical of Compstat, are police departments so quick to adopt it?  Two explanations present themselves.  First, Compstat empowers police administrators and allows them to innovate without changing the strategies, tactics, or traditional organization of policing (Willis et al, 2006).  Other policing programs such as Community Orientated Policing (COP) readily encourage innovation, but require drastic changes to the way the police do business.  COP stresses more discretion at the line officer level, thereby decreasing the power of police management, it advocates community involvement in the co-production of public safety by identifying problems (often noncriminal in nature) and contributing to their resolution, and it encourages a flattening of the traditional top-heavy police hierarchy.  Compstat, by comparison, demands none of these things, and instead places emphasis on harnessing the power of the traditional command hierarchy to achieve crime reduction.
Second, police departments are under constant pressure to appear cutting-edge, using state-of-the-are technologies to enhance their operations (Willis et al, 2006).  Since Compstat has been touted by well known police leaders and political representatives, as well as professional police organizations, police departments who adopt this program are likely to achieve increased legitimacy within their own environment (Willis et al, 2006).  As the rhetoric surrounding Compstat continues to promulgate its success, departments who use this program also benefit from this rhetoric.  Departments who instead fail to adopt this program, or adopt some other police strategy like COP, may not receive the benefit of appearing cutting-edge, and may not receive as much organizational legitimacy.
Whether truly effective or not, it is likely that Compstat-like programs are going to be utilized by police departments quite expansively in the near future.  In fact, Compstat has such widespread appeal that elements of the program are appearing in other government organizations.  For example, Baltimore has created CitiStat, a program that utilizes Compstat features of measuring outcomes and holding managers accountable, only this program applies to all city agencies and is not focused squarely on police (Clines, 2001).  The problem with increased use of Compstat-like programs, of course, is that they are largely adopted with an inherent belief in their effectiveness, which may result in unintended or unanticipated outcomes.  Already some research is demonstrating that Compstat can conflict with existing organizational values, and its potential is appreciably limited by traditional organizational constraints such as work shifts, shift assignments, and the agency’s budget (Willis et al, 2003).  Whether or not these challenges can be overcome remains in question.
Early Intervention Systems


Police agencies are also utilizing IT to not only enhance their crime-fighting capacity, but to also enhance internal accountability by combating police misconduct.  We have already noted how Compstat increased police accountability by holding managers (e.g., precinct captains) responsible for developing solutions to crime problems, but Compstat does not monitor, nor is it intended to monitor, police misconduct.  But in the wake of high profile incidents such as the infamous Rodney King beating by Los Angeles police officers, increasing civil litigation against police officers and their supervisors for mistreatment of citizens, and the proliferation of decent decrees to settle such lawsuits, police departments have great incentive to be concerned with misconduct.  Many departments are now utilizing new strategies and tools to enhance agency accountability, such as critical incident reporting, accessible citizen complaint procedures and external monitoring by citizens, and early intervention systems (Walker, 2005).  These strategies constitute a new paradigm in police accountability, and all involve some form of new or routine data collection and systematic analysis.  Such analysis helps to produce a “fact-based picture” of what officers are doing, with the notion of identifying any behavioral problems in the department that merit some form of corrective action (Walker, 2005).  Below, I cover in detail one of these tools as an example of this data-driven strategy for police accountability, early intervention systems.

Early warning (EW) systems, or early intervention (EI) systems as they are currently labeled, are behavior monitoring devices used by police administrators as a means of identifying officers who display symptoms of frequent misconduct, and intervene soon after such symptoms appear with some form of intervention (e.g., counseling, retraining, etc.).  This type of proactive intervention in officer careers has the potential to prevent a substantial amount of police misconduct, especially as research has found that a small number of officers are responsible for a disproportionate amount of misconduct (Harris, 2006).  A national evaluation of EI systems conducted by the Police Executive Research Forum concluded that, “[EI] systems are a significant and growing aspect of American law enforcement,” as about one quarter of local police agencies serving population of 50,000 or more had some version of an EI system at the time of their survey in 1999, and another 12 percent were planning such systems (Walker et al, 2000).

Specifically, EI systems gather data on various aspects of police performance, such as personnel complaints filed, use of force incidents, involvement in civil litigation, police vehicle accidents, and the like.  These indicators serve as selection criteria to identify potentially problematic officers whose patterns of performance warrants intervention.  Some systems rely on only one indicator, such as personnel complaints, while others utilize multiple criteria for selection.  The EI system in Oakland, California for example, utilizes 20 indicators, while the Minneapolis, Minnesota Police Department relies only on citizen complaints (Walker, 2005).  Many EI systems function as simple “time-and-numbers” systems that provide specific numerical thresholds over specific time periods for selection, such as three personnel complaints in a twelve month period.  Currently there is no consensus among experts as to the optimal number of performance indicators to be included in an EI system, nor is there consensus regarding the optimal thresholds to be utilized for those selection criteria.  Some departments, however, do treat identification and selection of officers as two separate stages, such that supervisors conduct a full review of officers who have exceeded identification thresholds, and then discern whether those officers indeed present problems that require intervention, or whether their activities have other legitimate explanations (Walker, 2005).
 If an officer exceeds pre-defined thresholds that are used to indicate problem behavior, he or she is flagged for an intervention.  The intervention can include a review by the officer’s immediate supervisor, a training class regarding particular tactics, or a recommendation that an officer seek professional counseling.  Generally, the intervention is based on a combination of deterrence and education (Walker et al, 2000).  Some departments have conducted interventions with classes of officers who were selected by the EI system, but such interventions have met with difficulty.  First, scheduling is a concern, and classes do not allow individual attention to individual problems.  Second, bringing such officers together can give them a sense of solidarity as the “bad boy” group (Walker, 2005).  Other departments provide for individualized interventions, and provide a specific list of programs to supervisors from which to choose.  These can include stress management programs or other psychological services.
Once an officer receives a specified intervention, his or her performance is closely monitored following the intervention.  This post-intervention period can be informal, with supervisors monitoring behavior for a non-specified period of time, or it can be formal, with specified conditions of monitoring, evaluation, and reporting for a specified time period (Walker et al, 2000). 
It is interesting to note the similarity of EI systems with Compstat-like programs (Walker, 2005). Both attempt to increase accountability within an agency through systematic collection and analysis of data.  Procedurally, both require managers to scan data to identify problems, develop responses to those problems, and follow-up on those responses.  Both employ some form of IT, which is vital to the program’s success.  The only difference is that Compstat focuses on crime problems in the external environment, while EI systems focus on misconduct problems in the internal environment.

While certainly IT plays a vital role in EI systems, with data on officer performance entered into a preexisting database or combined from various other departmental systems (RMS, for example), the development of EI systems are in the early stages.  A NIJ sponsored evaluation by Walker and others (2000) in three police departments employing an EI system found reductions in the use of force and citizen complaints among officers following an EI intervention.  This indicates some measure of effectiveness, but it is unclear yet whether such systems lead officers to engage in less police activity in the post-intervention period as a means of avoiding citizen complaints, having to use force, or engage in other actions that may flag them again for additional intervention (Worden et al, 2005).
Other issues with EI systems also remain in question.  While police departments have been increasingly concerned with actively curtailing unwanted problematic behavior on the part of their officers, the validity of the selection criteria upon which these systems are based has not been established by research (Worden et al, 2003).  Thus, one should remain skeptical that an officer with, say, three complaints in twelve months would continue to display problematic behavior in the absence of some EI system intervention.  Moreover, the indicators of police misconduct that form the basis of EI systems are often ambiguous.  The use of force, and even citizen complaints, could be expected even when police perform their jobs properly. Also, many EI systems do not take into account other important factors, such as the nature of an officer’s assignment, that may affect the likelihood that they will use force or be the subject of citizen complaints.  Thus, many existing EI systems leave room for improvement.

There have also been documented problems with the planning and implementation of EI systems, as such systems require considerable investment of resources and administrative attention (Walker, 2005).  If a department wishes to use multiple indicators for their selection criteria, they must determine where within the agency those indictors lie, and find a method for collecting those indicators for EI system purposes.  For example, citizen complaint data may be stored in Internal Affairs, while involvement in civil litigation may be stored in the Legal Department, and data on officer sick leave may be stored in Accounting.  These divergent sources of data may be maintained on different systems, may reference that data based upon different officer identification criteria (e.g. officer name, officer shield number, or officer social security number), and may be of vastly differing quality.  

Once an EI system has been planned and implemented, it must be clear to managers how the program is to be used, and resources must be deployed for ongoing support to ensure it is viable.  If the system does not hold a prominent place in the organization, it will lack effectiveness and may degrade into a symbolic gesture with little to no content (Walker et al, 2000).  Presumably, EI systems will work best when they are part of an increasing trend to enhance accountability within an agency, and not simply regarded as a panacea for police misconduct.
Challenges to IT in Policing
While IT improvements and data-driven police strategies certainly possess the potential to improve police performance and enhance police accountability, a number of obstacles must be overcome before such innovations realize their full potential.  Some of these obstacles are technological, others have more to do with the police themselves, but all limit or at least temper the impact IT can have overall.  I shall try to enumerate these obstacles here, but this list is by no means comprehensive or exhaustive.

Technological Issues
As was stated earlier, police are awash in data, and it is up to any particular agency to turn that data into useful information.  A number of challenges impede this process, however, the first of which has to do with the accuracy of collected data (Dunworth, 2000).  For any information to be useful, it must be accurate.  If data is inaccurately recorded on a form by an officer, or if a data entry system allows for inaccurate recording of information, such errors can impede progress on other fronts at the very least, or lead to poor tactical or strategic decision making at worst.  For example, if officers routinely enter in the wrong addresses for various crime incidents, it will prove difficult, if not impossible, to map those incidents for crime analysis purposes, use the data for deployment of agency resources and personnel, or to ground other tactical decision making on this information.

Even if data is properly recorded, there are technological issues with how that data is shared within the agency or across other agencies.  Many police departments have outdated computer systems, and have neither the money nor expertise to update their computers or their software.  Moreover, many departments make ad hoc changes to their existing systems, as they try and backfit various technologies to their existing systems (Manning, 2003; Stroshine, 2005).  This process results in a series of unrelated and incompatible technologies within the agency: RMS, CAD, and MDT systems have no way to “talk” to each other; crime analysts have to extract data from RMS to enter by hand into their own databases for analytic purposes; crimes reported and recorded are not linked to arrest records.  Also, as police departments and other criminal justice agencies increasingly recognize the value of sharing information, compatibility of computer and software systems across agencies is a significant obstacle.  Many departments have idiosyncratic systems specifically tailored to their agency, adopted without the forethought that such data would need to be shared with other systems.  Thus, sharing information is often done by extracting data from one system, and then entering it, often by hand, into another.  This process is tedious, time consuming, and draws from agency resources that could be better deployed elsewhere.

Along with sharing information comes the concern of how that information is going to be utilized, and how that information, if confidential, can be protected.  Traditionally, paper records were stored in a file cabinet in a police station.  Such filing created a physical barrier and restricted access to those files.  Police rarely shared the information they had, even with other law enforcement agencies.  Now, police records are kept on computers, which may be networked to other systems and to the Internet.  This technological change, combined with the increasing demand on police for information by external bodies for risk management purposes and increased information sharing across law enforcement, has changed the way information is distributed (Ericson & Haggerty, 1997).  Data can quickly be made available for any who require it, provided some legitimate reason for its distribution.  However, once police relinquish information, whether it is to another police agency, an insurance company, or a landlord inquiring about a potential tenant, control of that information is lost (Dunworth, 2000).  This may or may not be a desirable standard, but neither the police nor the public have given much thought concerning policy on this matter.

Another related issue is protection of information.  Any computer connected to the Internet can be subject to outside attack, either from computer viruses that can corrupt files or computer hackers who breach security looking for confidential information.  National databases thought to have been safe from external attack have already been breached, and the police should also be concerned with the security of their files.  

Organizational Issues

The potential for IT and other technologies is also limited by the police organization itself.  There are few empirical studies of the effect of IT on policing, but those that exist note that the organization shapes IT as much as, and in many cases even more than, IT shapes the organization (Manning, 1992).  Thus, any evaluation of the potential for IT must be concerned with more than just technical capacity—one must consider the social, psychological, political, and cultural factors that exist within an organization and how it may impact any new technology.  As Chan (2001) writes, “The impact of technology on policing is dependent on how technology interacts with existing cultural values, management styles, work practices, and technical capabilities” (pp.147).  Consideration of just technology and its capabilities will result in an overly optimistic view of the ways in which these various technologies, including IT, can transform or “revolutionize” police agencies in the future.
Not only is IT limited by the police organization, it is shaped by police work itself.  No matter how much a police agency attempts to adhere to new police philosophies such as COP or POP, it will never escape the fact that much of police work is reactive, and driven by emergent crises.  As Bittner (1972) concisely expressed, police work comprises “that-which-not-ought-to-be-happening-about-which-somone-ought-to-be-doing-something-NOW”.  Thus, police work will always be reactive to some degree, and technology that can be employed pragmatically and immediately by officers in accordance with traditional practices are those that will be (or at least perceived to be) most useful.  It is also likely that this technology will be the least invasive (e.g., new weapons, breathalyzers, etc).  
Other technologies which shape decisions or choices of officers (e.g., CAD systems, electronic report filing) are probably less useful to officers, since they limit discretion.  Such technologies are most likely to be viewed with suspicion by officers, and may even be perceived as threatening (Manning, 2003).  Thus, officers may limit the information they record, especially if such information leaves the officer vulnerable to lawsuits or departmental discipline.  The bottom line: police officers will tend to manipulate, adapt, or somehow bend technologies to fit their traditional operations, not because of any desire to be overly subversive, but because the pressure to respond quickly and effectively to calls for service demands as much.  

Finally, other technologies that have little day-to-day impact, such as those that enhance strategic decision making (e.g., crime analysis and mapping), are likely to be viewed by officers as distant, irrelevant, and trivial (Manning, 2003).  As Manning (2003) writes, “In many respects, the ‘technologies’ of problem solving, crime analysis, and prevention, crime mapping and other more analytic tools, are honored in the abstract but seldom if at all used by officers” (pp. 137).  As stated before, police departments have tremendous pressure to appear state-of-the-art, but adoption of cutting-edge technologies by a department may have little impact on the day-to-day operations of the patrol officer, who are still the primary sources of information for any police agency.

Conclusion


While IT has the potential to enhance police work, and perhaps fundamentally alter traditional police practices, there is little evidence that IT has revolutionized policing when compared to the earlier eras of policing and the adoption of the telephone, two-way radio, and automobile.  To the extent that newer IT mentioned throughout this chapter has contributed to policing, it appears to have largely enhanced traditional practices.  Still, some research has shown changes in police time use and skill levels among younger officers, as well as positive attitudes toward IT innovation (Chan, 2001).  Other studies conducted outside the U.S. have demonstrated improvement in detective work through IT (Harper, 1991), and the research by Ericson and Haggerty (1997), who argue police information gathering is being increasingly influenced by external institutions, is certainly provocative.

Whether IT systems can be adapted to readily serve police information needs for COP, POP, and other new police roles or functions (e.g., intelligence gathering) remains to be seen.  Perhaps as IT becomes more widespread, less expensive, and more user-friendly, we will see less resistance to such technology by police officers.  Nevertheless, we must bear in mind that police work is unlikely to radically change in the future, and thus IT will most likely continue to serve police needs in short-term, tactical decision making, despite its potential to accomplish a great deal more.
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Footnotes


 Technology is defined here as the means by which raw materials are transformed into outputs (Manning, 1992).  Information technology is defined here as the development, installation, and implementation of computer systems and their applications for the distribution of information.

Suggested Web Sites

Office of Justice Programs IT Initiatives: http://it.ojp.gov/index.jsp
Mapping & Analysis for Public Safety (MAPS): http://www.ojp.usdoj.gov/nij/maps/
Project Safe Neighborhoods: www.psn.gov
NYPD Compstat Page: http://www.nyc.gov/html/nypd/html/chfdept/compstat-process.html
Baltimore’s Citistat Page: http://www.ci.baltimore.md.us/news/citistat/
Best Practices in Police Accountability: http://www.policeaccountability.org/  
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